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Opfølgning i sagen om statens it-beredskab 
(beretning nr. 3/2022) 

I. Baggrund og konklusion 

1. Rigsrevisionen følger i dette notat op på sagen om statens it-beredskab, 
som blev indledt med en beretning i 2022. Opfølgningen sker med henblik 
på at vurdere, om de initiativer, som ministrene har stillet Statsrevisorerne 
i udsigt i lyset af Statsrevisorernes bemærkninger og Rigsrevisionens beret-
ning, er gennemført. Vi har tidligere behandlet sagen i notater til Statsrevi-
sorerne af 10. februar 2023, 19. september 2023 og 26. november 2024. Be-
retningen og notaterne blev både afgivet i en fortrolig udgave til Statsrevi-
sorerne og i en kortere offentlig udgave, der ikke indeholdt fortrolige op-
lysninger.  
 
2. Fem ministerier har ved denne opfølgning tilkendegivet, at fortrolighe-
den kan ophæves helt eller delvist for så vidt angår de berørte ministerier 
og de berørte myndigheder. Indenrigs- og Sundhedsministeriet har desu-
den ophævet fortroligheden for system C og D, som er Fælles Medicinkort 
(FMK) med oplysninger om udskrevne lægemidler, og National Service-
platform (NSP), der bruges til sikker udveksling af sundhedsdata. Justits-
ministeriet har ophævet fortroligheden for system H, I og J, som er politiets 
sagsstyringssystem POLSAS og to understøttende it-systemer benævnt 
AD og Slusen. Ét ministerium har angivet, at de vurderer, at fortroligheden 
ikke kan ophæves. Vi har ikke fundet grundlag for at tilsidesætte denne vur-
dering.  
 
3. Beretningen handlede om, hvorvidt staten havde et tilfredsstillende it-
beredskab for 13 udvalgte samfundskritiske it-systemer, så staten kunne 
opretholde samfundskritiske funktioner i tilfælde af større it-hændelser. 
 
4. Da Statsrevisorerne behandlede beretningen, kritiserede de, at de un-
dersøgte myndigheder ikke havde et tilfredsstillende it-beredskab, der 
kunne sikre, at en række samfundskritiske opgaver uforstyrret og fortsat 
kunne løses, selv om der skulle ske et større it-nedbrud eller datatab. 
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5. Figur 1 viser de undersøgte ministerier og myndigheder, og hvordan it-sy-
stemerne er fordelt mellem dem. 
 
 

Figur 1 

Ministerier, myndigheder og it-systemer i Rigsrevisionens undersøgelse 

 

 
 
Note: Myndighed 3 har siden seneste opfølgning overtaget ét af de 13 undersøgte it-systemer. 

 
 

 
Konklusion 

  
Rigsrevisionens opfølgning viser, at myndighed 1 og myndighed 2 ikke har 

gennemført tilstrækkelige tiltag for at rette op på deres it-beredskab. De to 

myndigheder er stadig ikke i mål med tests af it-systemernes reetablerings-

planer. Opfølgningen viser desuden, at Transportministeriet fortsat ikke har 

ført et egentligt tilsyn med it-beredskabet hos myndighed 1. Disse forhold 

udestod også ved Rigsrevisionens seneste opfølgning fra november 2024. 

Rigsrevisionen finder det utilfredsstillende, at der ikke har været fremdrift i 

sagen. 

 

Rigsrevisionen vil fortsat følge udviklingen og orientere Statsrevisorerne om: 

 

• myndighed 1’s og myndighed 2’s arbejde med at sikre tilfredsstillende 

tests af reetableringsplanerne for de undersøgte samfundskritiske it-sy-

stemer 

• Transportministeriets tilsyn med it-beredskabet hos myndighed 1. 

  

MYNDIGHED 1

System A

SUNDHEDSDATA-
STYRELSEN

MYNDIGHED 2 RIGSPOLITIET STATENS IT MYNDIGHED 3
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(System C)

System GSystem K

System L
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(System D)
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System F
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(System I)
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(System J)

Reetableringsplan 

En reetableringsplan er en plan 
for, hvordan et it-system rent 
teknisk skal reetableres i en be-
redskabssituation. 
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II. Status på sagen 

6. På baggrund af beretningen og Statsrevisorernes bemærkninger har vi 
fulgt op på følgende punkter: 
 

Opfølgningspunkt Status 

1. Rigspolitiets og Statens It’s grundlag for it-
beredskabet i form af kortlægninger og risi-
kovurderinger af de udvalgte samfundskriti-
ske it-systemer.  

Afsluttet i forbindelse med notat til 
Statsrevisorerne af 19. september 
2023. 

2. Myndighed 1’s, Sundhedsdatastyrelsens, 
myndighed 2’s, Rigspolitiets og Statens It’s 
arbejde med at sikre tilfredsstillende reetab-
leringsplaner for de 13 udvalgte samfunds-
kritiske it-systemer. 

Afsluttet i forbindelse med notat til 
Statsrevisorerne af 26. november 
2024. 

3. Myndighed 1’s, Sundhedsdatastyrelsens, 
myndighed 2’s, Rigspolitiets og Statens It’s 
arbejde med at sikre tilfredsstillende tests af 
reetableringsplanerne for de 13 udvalgte 
samfundskritiske it-systemer. 

Afsluttet for Sundhedsdatastyrel-
sen, Rigspolitiet og Statens It i for-
bindelse med notat til Statsreviso-
rerne af 26. november 2024. 

Myndighed 1’s og myndighed 2’s 
arbejde behandles i dette notat og 
følges fortsat. 

4. Rigspolitiets og myndighed 1’s arbejde 
med at implementere tilfredsstillende it-kri-
sestyringsplaner og tests af planerne. 

Afsluttet i forbindelse med notat til 
Statsrevisorerne af 19. september 
2023. 

5. Justitsministeriets, Transportministeriets 
og Indenrigs- og Sundhedsministeriets tilsyn 
med it-beredskabet hos de undersøgte myn-
digheder. 

Afsluttet for Justitsministeriet og 
Indenrigs- og Sundhedsministeriet 
i forbindelse med notat til Statsre-
visorerne af 26. november 2024. 

Transportministeriets tilsyn be-
handles i dette notat og følges fort-
sat. 

III. Ministeriernes initiativer 

7. Vi gennemgår i det følgende ministeriernes initiativer i forhold til de ude-
stående opfølgningspunkter. 
 
8. Opfølgningen er baseret på Rigsrevisionens gennemgang af dokumen-
tation for ministeriernes initiativer vedrørende tests af reetableringsplaner 
samt oplysninger fra Transportministeriet vedrørende deres tilsyn. 

  

Et opfølgningspunkt afsluttes, 
når Statsrevisorerne på bag-
grund af indstilling fra Rigsrevi-
sionen vurderer, at myndighe-
dernes initiativer er tilfredsstil-
lende. 
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Test af reetableringsplanerne  

Rigsrevisionens opfølgning viser, at myndighed 1 og myndighed 2 fortsat 

ikke har testet deres reetableringsplaner tilstrækkeligt. Rigsrevisionen vil 

fortsat følge de to myndigheders initiativer for at sikre tilstrækkelige tests 

af reetableringsplanerne. 

 
9. Det fremgik af beretningen, at ingen af reetableringsplanerne for de 13 
undersøgte it-systemer var testet tilstrækkeligt i undersøgelsesperioden 
2019-2021. 
 
10. I opfølgningen fra september 2023 fremgik det, at reetableringsplaner-
ne for 3 af de 13 undersøgte it-systemer var blevet testet (system K og M 
samt FMK).  
 
11. Vores opfølgning fra november 2024 viste, at 9 af de 13 undersøgte it-
systemer var blevet testet tilstrækkeligt (system G, K, L og M samt FMK, 
NSP, POLSAS, AD og Slusen). 4 systemer (system A, B, E og F), der tilhø-
rer myndighed 1 og myndighed 2, var ikke testet tilstrækkeligt.  
 
12. Tabel 1 viser status for myndighedernes tests af reetableringsplanerne 
ved denne opfølgning.  
 
 

Tabel 1 

Status for myndighedernes tests af reetableringsplaner i perioden 2019-2025 

 

  

Myndighed 1 Sundheds-
data- 

styrelsen 

Myndighed 2 Rigspolitiet Statens It Myn-
dighed 

3 

It-system A B FMK NSP E F POL-
SAS 

AD Slu-
sen 

K L M G 

Er der udført en fuld 
reetableringstest?1)              

Er reetableringstiden 
(RTO) testet efter 
fuld reetablering? 

             

Er systemets funktio- 
nalitet testet efter 
fuld reetablering? 

             

 

 

  Ja       Delvist       Nej 

1) Gul betyder, at der kun har været foretaget delvise reetableringstests, hvor dele af it-systemet er reetableret i perioden januar 2019 - 
oktober 2025. 

Kilde: Rigsrevisionens vurdering på baggrund af dokumentation fra myndighederne. 

 
 
Det fremgår af tabel 1, at reetableringsplanerne for 4 it-systemer fortsat 
ikke er testet tilstrækkeligt. Myndighed 1 har siden seneste opfølgning ud-
ført tests af reetableringsplanerne for system A og system B, men begge 
tests har mangler i forhold til testen af reetableringstiden (RTO).  
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Myndighed 2 har ikke udført reetableringstests for system E og system F 
siden seneste opfølgning. Myndighed 2 oplyser, at de i 2025 har indgået 
kontrakt med en ny leverandør om udvikling og drift af system E. Myndig-
hed 2 oplyser, at de vil gennemføre en reetableringstest, når udviklingen af 
systemet er færdig i 2028. Rigsrevisionen finder det væsentligt, at reetab-
leringsplanen for det eksisterende system bliver testet, indtil et nyt system 
er i brug. For system F forventer myndighed 2 tidligst at gennemføre en re-
etableringstest i 1. kvartal 2026.  

Ministeriernes tilsyn med it-beredskabet 

Rigsrevisionens opfølgning viser, at Transportministeriet ikke har ført et til-

syn med myndighed 1’s it-beredskab. Rigsrevisionen finder dette utilfreds-

stillende og vil fortsat følge ministeriets initiativer til at føre tilsyn med myn-

dighed 1.  

 
13. Det fremgik af beretningen og opfølgningen fra september 2023, at hver-
ken Transportministeriet, Indenrigs- og Sundhedsministeriet eller Justits-
ministeriet havde ført tilsyn med de undersøgte myndigheders it-bered-
skab.  
 
14. Vores seneste opfølgning fra november 2024 viste, at alle ministerier-
ne undtagen Transportministeriet havde ført tilsyn med de undersøgte 
myndigheders it-beredskab. 
 
15. Denne opfølgning viser, at Transportministeriet fortsat ikke har udført 
et egentligt tilsyn med it-beredskabet hos myndighed 1. Ministeriet oply-
ser, at de har holdt et møde med myndighed 1 om it-beredskabet, og myn-
digheden har i et notat orienteret Transportministeriets departement om 
en status på myndighedens generelle arbejde med informationssikkerhed. 
Rigsrevisionen vurderer, at et møde og et notat udarbejdet af myndighe-
den selv ikke udgør et tilstrækkeligt tilsyn. Det er væsentligt, at Transport-
ministeriet selv sætter rammerne for tilsynet, herunder at ministeriet væl-
ger, hvilke områder der skal føres tilsyn med.  

 

16. Hele sagen kan følges på www.rigsrevisionen.dk og på 
www.ft.dk/Statsrevisorerne. 
 
17. Bilag 1 viser Folketingets behandling af beretningen. 
 
 
 

Birgitte Hansen 
 

  

http://www.rigsrevisionen.dk/
http://www.ft.dk/Statsrevisorerne
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Bilag 1. Folketingets behandling af beretningen 

 
  

Beretning (nr.), 
dato for Stats- 
revisorernes 
mødebehandling 
og minister- 
redegørelse(r) 

Behandlet i 
udvalg 

Gennemgang ved 
Statsrevisorerne 
og Rigsrevisionen 

Udvalgs- 
spørgsmål (nr.) 

Indkaldt til 
samråd 

Statsrevisorerne 
har holdt møde 
med ministeren 

§ 20-spørgsmål 

Statens it-bered-
skab (nr. 3/2022) 

04-11-2022 

(Fortrolig og ikke-
fortrolig beretning) 

Minister- 
redegørelser: 

Transport- 
ministeren: 

02-01-2023 

Samt fortrolige 
redegørelser 

Finansudvalget: 

12-01-2023 

Udvalget for 
Digitalisering og It: 

05-02-2025 

Udvalget for 
Digitalisering og It: 

22-03-2023 

22-01-2025 

Digitaliserings- 
og ligestillings- 
ministeren: 

21-03-2023 (29) 

 Digitaliserings- 
og ligestillings- 
ministeren og 
finansministeren: 

22-02-2024 

 

 

 

 

https://www.rigsrevisionen.dk/revisionssager-arkiv/2022/nov/beretning-om-statens-it-beredskab
https://www.rigsrevisionen.dk/Media/638122237135670781/3-2022-TRM.pdf
https://www.ft.dk/samling/20222/udvda/FIU/1919105/index.htm
https://www.ft.dk/samling/20241/udvda/DIU/2101272/index.htm
https://www.ft.dk/samling/20222/udvda/DIU/1932632/index.htm
https://www.ft.dk/samling/20241/udvda/DIU/2098403/index.htm#tE938EC74786F4740AEF33CB26067233Btab2
https://www.ft.dk/samling/20222/almdel/diu/spm/29/index.htm
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