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Fortsat notat til Statsrevisorerne

Opfelgning i sagen om statens it-beredskab II
(beretning nr. 5/2023)

I. Baggrund og konklusion

1. Rigsrevisionen fglger i dette notat op pa sagen om statens it-beredskab
I, som blev indledt med en beretning i 2023. Opfoelgningen sker med hen-
blik pa at vurdere, om de initiativer, som ministrene har stillet Statsreviso-
rerne i udsigt i lyset af Statsrevisorernes bemaerkninger og Rigsrevisionens
beretning, er gennemfart. Vi har tidligere behandlet sagen i notater til Stats-
revisorerne af 5. marts 2024 og 26. november 2024.

2. Beretningen handlede om, hvorvidt staten havde et tilfredsstillende it -
beredskab for 12 udvalgte samfundskritiske it-systemer.

3. Da Statsrevisorerne behandlede beretningen, kritiserede de, at der for 7
af de 12 undersggte samfundskritiske it-systemer ikke var sikret et tilfreds-
stillende it-beredskab. Det indebar risiko for, at staten ikke kunne opret-
holde eller markant fik forstyrret lesningen af samfundskritiske opgaver i
tilfelde af sterre it-nedbrud, hackerangreb, fysiske skader e.l. Statsreviso-
rerne fandt det seerdeles nadvendigt, at de undersegte myndigheder hur-
tigst muligt fik rettet op pa de mangler i it-beredskabet, som Rigsrevisio-
nen havde papeget. Det gjaldt iszer tests af it-beredskabsplanerne og kva-
liteten af planerne.

4. Vi har siden seneste opfglgning bedt ministerierne om at forholde sig til,
om fortroligheden for ministerier, myndigheder og systemer kan ophaeves
yderligere. Ministeriet for Samfundssikkerhed og Beredskab har oplyst, at
fortroligheden for deres ministerium kan ophaeves. Sgfartsstyrelsen har op-
haevet fortroligheden for system K, som er deres CRM-system (data om
skibe mv.), og Erhvervsstyrelsen har ophzevet fortroligheden for system B,
som er Det Centrale Virksomhedsregister (CVR). De resterende myndig-
heder vurderer fortsat, at fortroligheden ikke kan ophzeves. Vi har ikke fun-
det grundlag for at tilsidesaette denne vurdering.
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Figur1

5. Figur 1viser de undersggte ministerier og myndigheder, og hvordan it-sy-
stemerne er fordelt mellem dem ved denne opfalgning.

Ministerier, myndigheder og it-systemer i Rigsrevisionens opfglgning
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Note: Siden afgivelsen af beretningen har myndighed 1vurderet, at system D ikke leengere er samfundskritisk. Derfor indgar system D ikke i
vores opfalgninger. Siden seneste opfalgning har Sefartsstyrelsen overdraget system J og system L til myndighed 3.

I tilknytning til opfelgningen pa myndighedernes it-beredskab har Statsre-
visorerne bedt Rigsrevisionen om ogsa at falge op pa Ministeriet for Sam-
fundssikkerhed og Beredskabs vejledninger om gennemfgrelse af reetab-
leringstests og ministeriets gvrige initiativer, der skal hjeelpe myndigheder-
ne med at etablere et effektivt it-beredskab.

Konklusion

Rigsrevisionens opfelgning viser, at alle myndighederne pa forskellige om-
rdder har gennemfort initiativer for at rette op pa deres it-beredskab. Flere
myndigheder har nu testet deres krisestyringsplaner og ngdplaner.

Opfelgningen viser ogsa, at neesten alle myndighederne er i mal med at sik-
re tilfredsstillende reetableringsplaner. Enkelte myndigheder har dog fort-
sat mangler.

Desuden viser opfglgningen, at manglerne i it-beredskabet pa tvers af myn-
dighederne er serligt udtalte, nar det kommer til at sikre tilstrakkelige re-
etableringstests. Tre myndigheder har sikret tilstraekkelige reetableringstests,
men for fire myndigheder er testene enten ikke udfort eller er mangelfulde.
Rigsrevisionen finder det vaesentligt, at der sikres stgrre fremdrift i dette ar-
bejde.



Rigsrevisionen vil fortsat fglge udviklingen og orientere Statsrevisorerne om:

o myndighedernes arbejde med at sikre tilfredsstillende tests af krisesty-
ringsplanerne (myndighed 1 og myndighed 2)

o myndighedernes arbejde med at implementere tilfredsstillende ngdpla-
ner og tests af planerne (myndighed 1 og myndighed 2)

¢ myndighedernes arbejde med at sikre tilfredsstillende reetableringspla-
ner og tests af planerne (myndighed 1, myndighed 2, myndighed 3 og
myndighed 4).

Rigsrevisionens konstaterer, at Digitaliseringsministeriet nu har fart tilsyn
med it-beredskabet hos CPR-administrationen. Rigsrevisionen vurderer der-
for, at denne del af sagen kan afsluttes.

Ministeriet for Samfundssikkerhed og Beredskab har udarbejdet en vejled-
ning for gennemforelse af reetableringstests for samfundskritiske it-syste-
mer. Rigsrevisionen vurderer derfor, at denne del af sagen kan afsluttes. Mi-
nisteriet mangler dog stadig at tilretteleegge et tilsyn med it-beredskabet i
de statslige myndigheder.

Rigsrevisionen vil fortsat fglge udviklingen og orientere Statsrevisorerne om:

e Ministeriet for Samfundssikkerhed og Beredskabs arbejde med at imple-
mentere konkrete initiativer til hAndtering af det fremtidige tilsyn med
it-beredskabet i de statslige myndigheder, herunder ogsa initiativer i for-
leengelse af modenhedsmalinger.

II. Status pa sagen

6. Pa baggrund af beretningen og Statsrevisorernes bemasrkninger har vi
fulgt op pa felgende punkter:

Opfolgningspunkt Status

1. Myndighedernes arbejde med at udarbej- Afsluttet i forbindelse med notat til
de risikovurderinger af de udvalgte samfunds-  Statsrevisorerne af 26. november
kritiske it-systemer. 2024.

2. Myndighedernes arbejde med at imple- Behandles i dette notat.
mentere tilfredsstillende krisestyringsplaner

og tests af planerne. Afsluttet for Digitaliseringsministe-

riet, myndighed 3 og Sefartsstyrel-
sen i forbindelse med notat til
Statsrevisorerne af 26. november
2024.

Opfelgningen pa myndighed 4’s ar-
bejde afsluttes med dette notat,
mens myndighed 1’s og myndighed
2’s arbejde fortsat folges.

Et opfelgningspunkt afsluttes,
nar Statsrevisorerne pa bag-
grund af indstilling fra Rigsrevi-
sionen vurderer, at myndighe-
dernes initiativer er tilfredsstil-
lende.



Opfolgningspunkt

Status

3. Myndighedernes arbejde med at imple-
mentere tilfredsstillende n@dplaner og tests
af planerne.

4. Myndighedernes arbejde med at sikre til-
fredsstillende reetableringsplaner, og at der
er udfert tilfredsstillende reetableringstests.

5. Digitaliseringsministeriets tilsyn med it-
beredskabet hos CPR-administrationen.

6. Ministeriet for Samfundssikkerhed og
Beredskabs arbejde med vejledninger for
gennemfgrelse af reetableringstests, krav til
kontrakt- og leveranderstyring af samfunds-
kritiske it-systemer og tilsyn med myndighe-
dernes it-beredskab.

Behandles i dette notat.

Opfalgningen pa myndighed 3’s,
myndighed 4’s og Sefartsstyrel-
sens arbejde afsluttes med dette
notat, mens myndighed 1’s og myn-
dighed 2’s arbejde fortsat folges.

Behandles i dette notat.

Afsluttet for Digitaliseringsministe-
riet i forbindelse med notat til Stats-
revisorerne af 26. november 2024.

Opfolgningen pa Erhvervsstyrel-
sens og Sefartsstyrelsens arbejde
afsluttes med dette notat, mens
myndighed 1’s, myndighed 2’s,
myndigheds 3’s og myndighed 4’s
arbejde fortsat folges.

Behandles og afsluttes i dette
notat.

Behandles i dette notat.

Afsluttet vedrgrende krav til kon-
trakt- og leveranderstyring i for-
bindelse med notat til Statsreviso-
rerne af 26. november 2024.

Opfalgningen pa arbejdet med vej-
ledninger for gennemfgrelse af re-
etableringstests afsluttes i dette
notat, mens arbejdet med tilsyn
fortsat folges.

III. Ministeriernes initiativer

7.Vigennemgar i det falgende ministeriernes initiativer i forhold til de ude-

stdende opfolgningspunkter.

8. Opfelgningen er baseret pa Rigsrevisionens gennemgang af dokumen-
tation for ministeriernes initiativer, fx vedrgrende nadplaner og reetable-
ringsplaner samt tests af planerne. Vores opfalgning omfatter initiativer,
der er foretaget siden seneste notat til Statsrevisorerne og frem til og med

november 2025.

9. Figur 2 viser, hvor stor en andel af de undersggte myndigheders it-bered-
skab der blev vurderet tilfredsstillende i beretningen, og hvor stor en andel
af myndighedernes it-beredskab der vurderes at veere tilfredsstillende i

denne og forrige opfaelgning.



Figur 2
Status pa forbedring af myndighedernes it-beredskab

Digitaliserings- Erhvervs- Sofarts-
ministeriet styrelsen Myndighed 1 Myndighed 2 Myndighed 3 Myndighed 4 styrelsen
0,
©
® ®
90% & - o
Y D >
< | g
©
80% ® o ® 8
10 < <
< <
70% R
R |0
o| ©
~
0,
60% <
2 o
e o)
50% o
° ]
= | "
10 x®
40% 3 ® & >
0 ~ ~
~ - R
0, P 2 3 b
30% & o e ©
T} © ©
[T 10
20% . | X
X | 10
o| ®
5]
10%
R
=]
0%
ST 1) TR I VY T ) B ) B ) B ) B W
S £ £ S £ £ £ £ £ £ £ £ £ £ £ £ £ £ £ £ £
c c C c C C c c C c C C c C C c C C c C C
® X ® X ® X ® X ® X ® X ® X
= S Q = S Q = S Q = S Q = S Q = ) IS = S IS
2 2 & 2 2 & 2 2 & 2 2 & 2 % & 2 % & 2 % &
) ) @ 5 o o 5 0o o 5 o o 5 o o 5 o
g 2 g 2 g ¢ g e 2 ¢ 2 ¢ 2 ¢
S 5 5 5 5§ 5 5§ 5 5§ 5 5 5 s 5
s s S S S 8 8
w Aa w A w Aa w A w A w A w A
B Tiffredsstillende B kketilfredsstillende

Note: Tallene er baseret pa antallet af punkter, som myndighederne skal leve op til. Vi har vaegtet punkterne ligeligt. Punkterne er vurderet
tilfredsstillende, hvis de er opfyldt. Hvis de er delvist eller ikke opfyldt, er de vurderet som ikke tilfredsstillende.

Kilde: Rigsrevisionens vurdering pa baggrund af dokumentation fra myndighederne.

Krisestyringsplaner

Rigsrevisionens opfglgning viser, at myndighed 4 nu har testet deres krise-
styringsplan, mens myndighed 1 ikke har sikret en tilstraekkelig test, og myn-
dighed 2 ikke har testet planen siden afgivelsen af beretningen. Rigsrevisio-
nen vil fortsat folge myndighed 1’s og myndighed 2’s arbejde med tests af
krisestyringsplanerne.

10. Det fremgik af beretningen, at krisestyringsplanerne for tre ud af de syv
undersggte myndigheder ikke indeholdt alle de centrale elementer, som bar
indga i en krisestyringsplan. Det fremgik ogsa, at kun én myndighed havde
sikret en tilfredsstillende test af krisestyringsplanen.



11. Vores opfalgning fra november 2024 viste, at alle myndighederne hav-
de implementeret tilfredsstillende krisestyringsplaner. Det fremgik ogs3,
at myndighederne — med undtagelse af myndighed 1, myndighed 2 og myn-
dighed 4 - havde testet krisestyringsplanerne.

12. Tabel 1 viser status for myndighedernes krisestyringsplaner og tests ved
denne opfolgning.

Tabel 1
Rigsrevisionens gennemgang af myndighedernes krisestyringsplaner og tests

Digitaliserings- Erhvervs- Myndighed Myndighed Myndighed Myndighed Sofarts-
ministeriet styrelsen 1 2 3 4 styrelsen

Er derimplemen-

teret en tilfreds- [} [} [} ] [} [} [}
stillende krise-

styringsplan?

Er krisestyrings-
planen blevet u | [ ] o | | [ |
testet?

M Ja A Delvist @ Nej
Note: Tabellen er en opdatering af figur 4 og tabel 3 i beretningen.

Kilde: Rigsrevisionens vurdering pa baggrund af dokumentation fra myndighederne.

Det fremgar af tabel 1, at myndighed 4 nu har testet deres krisestyringsplan.

Myndighed 1 har oplyst, at krisestyringsplanen er testet, men vi har ikke
modtaget tilstreekkelig dokumentation for, hvordan testen er udfert, og re-
sultaterne af testen. Myndighed 2 har oplyst, at de endnu ikke har testet
krisestyringsplanen.

Ngdplaner for it-systemerne

Rigsrevisionens opfglgning viser, at myndighed 3, myndighed 4 og Safarts-
styrelsen nu har testet deres ngdplaner tilstraekkeligt. Myndighed 2 har fort-
sat ikke udarbejdet en ngdplan, og myndighed 1 har ikke testet deres ngd-
plan tilstraekkeligt. Rigsrevisionen vil fortsat fglge myndighed 1’s og myndig-
hed 2’s arbejde med ngdplaner.

13. Det fremgik af beretningen, at fire ud af syv myndigheder manglede til-
fredsstillende nadplaner for de undersggte it-systemer. Det fremgik ogsa,
at kun én myndighed havde testet deres ngdplan tilstreekkeligt.

14. Vores seneste opfalgning fra november 2024 viste, at alle myndigheder-
ne - med undtagelse af myndighed 2 - havde udarbejdet tilfredsstillende
ngdplaner. Det fremgik ogs3, at det kun var to myndigheder, der havde sik-
ret tilfredsstillende tests af nadplanerne.



15. Tabel 2 viser status for myndighedernes ngdplaner og tests ved denne
opfalgning.

Tabel 2
Rigsrevisionens gennemgang af myndighedernes ngdplaner og tests

Digitaliserings- Erhvervs- Myndighed Myndighed Myndighed Myndighed Sofarts-
ministeriet styrelsen 1 2 3 4 styrelsen

It-system CPR-systemet CVR C D E F G J L H | CRM

Er der en nadplan,

som beskriver,

hvilke procedurer

der skal iveerksaet- * m ™ ® EEEE N | u
tes for at opret-

holde kritiske op-

gaver og forret-

ningsprocesser?

Er det beskrevet i
nadplanen, hvor 4 | | - E B EE BN [ | [ |

den er tilgeengelig?

Er ngdplanen blevet * u ® - EEEE N | u
testet?

M Ja A Delvist @ Nej @ Ikkerelevant

Note: Ved ”-" er kriteriet ikke vurderet, da der ikke er udarbejdet en ngdplan. Gra baggrund betyder, at systemet ikke leengere vurderes som
samfundskritisk. Tabellen er en opdatering af tabel 4 og tabel 5 i beretningen.

Kilde: Rigsrevisionens vurdering pa baggrund af dokumentation fra myndighederne.

Det fremgar af tabel 2, at myndighed 3, myndighed 4 og Sefartsstyrelsen
nu har testet ngdplanerne tilstrackkeligt for alle deres undersggte it-syste-
mer.

Det fremgar ogsa, at myndighed 2 fortsat ikke har udarbejdet en ngdplan.
Myndighed 1 har oplyst, at deres ngdplan er testet, men vi har ikke modta-
get tilstraekkelig dokumentation for, hvordan testen er udfert, og resulta-
terne af testen.

Reetableringsplaner for it-systemerne

Rigsrevisionens opfelgning viser, at myndighed 1 og myndighed 2 nu har
udarbejdet tilfredsstillende reetableringsplaner, mens myndighed 3 fortsat
har mangler i deres reetableringsplaner. Rigsrevisionen vil fortsat fglge myn-
dighed 3’s arbejde med at sikre tilfredsstillende reetableringsplaner.

Opfelgningen viser ogsa, at tre myndigheder nu har sikret tilstraekkelige
tests af deres reetableringsplaner. Rigsrevisionen vil fortsat folge de fire gv-
rige myndigheders initiativer for at sikre tilstraekkelige reetableringstests.

16. Det fremgik af beretningen, at hovedparten af reetableringsplanerne
for de undersggte it-systemer ikke var tilfredsstillende. For to af it-syste-
merne var der slet ikke udarbejdet reetableringsplaner.



Tabel 3

17. Vores seneste opfolgning fra november 2024 viste, at fire it-systemer
fortsat havde flere mangler i reetableringsplanerne.

18. Tabel 3 viser status for myndighedernes reetableringsplaner ved den-
ne opfelgning.

Rigsrevisionens gennemgang af myndighedernes reetableringsplaner

Digitaliserings-

Erhvervs- Myndighed Myndighed Myndighed Myndighed Sofarts-

ministeriet styrelsen 1 2 3 4 styrelsen
It-system CPR-systemet CVR (o] D E F GJ L H | CRM
Aktivering og
deaktiveringaf [} [} [} [} HE ¢ ¢ 'S ¢ ¢
reetablerings-
planen
Tekniske
reetablering af
systemet
Maksimal
reetableringstid u u | | A O oo o * *
(RTO)
Maksimalt talt [ [} [} [} O H ¢ o 'S 'S 'S
datatab (RPO)
Kontaktoplysninger | | | | H A ¢ o o * *
Rolle- og ansvars- m m m m EEH ¢ ¢ * . *

fordeling

Ml Ja A Delvist @ Ngj

1)

@ Ikke undersggt, da ansvaret for it-systemerne er ressortoverfert til Statens It

Siden afgivelsen af beretningen er ansvaret for at udarbejde en reetableringsplan for system H overflyttet til Statens It. Rigsrevisionen har

derfor ikke undersggt reetableringsplanen for dette system.

Note: Gra baggrund betyder, at systemet ikke leengere vurderes som samfundskritisk. Tabellen er en opdatering af figur 6 og figur 7 i beret -

ningen.

Kilde: Rigsrevisionens vurdering pa baggrund af dokumentation fra myndighederne.

Det fremgar af tabel 3, at myndighed 3 fortsat har enkelte mangler i reetab-
leringsplanerne for system F og system G. Myndighed 1 og myndighed 2
har siden seneste opfalgning faet udarbejdet tilfredsstillende reetablerings-
planer for system C og system E.

19. Det fremgik ogsa af beretningen, at ingen af reetableringsplanerne for
de undersggte it-systemer var blevet testet tilstraekkeligt.

20. Ved vores seneste opfalgning var det kun én myndighed, der havde sik-
ret tilfredsstillende reetableringstests for et af de undersggte it-systemer.



21. Tabel 4 viser status for myndighedernes tests af reetableringsplanerne
ved denne opfalgning.

Tabel 4

Rigsrevisionens gennemgang af myndighedernes tests af reetableringsplaner

Digitaliserings- Erhvervs- Myndighed Myndighed Myndighed Myndighed Sofarts-
ministeriet styrelsen 1 2 3 4 styrelsen

It-system CPR-systemet CVR C D E F G J L H I CRM
Er der udfert en
fuld reetablerings- u u ® ® e 00 o ® u
test?
Er reetablerings-
tiden (RTO) testet m m °® PY o000 © °® m
efter fuld reetable-
ring?
Er systemets funk-
tionalitet testet efter n n e o e 060 o e n

fuld reetablering?

Ml Ja A Delvist @ Ngj

Note: Gra baggrund betyder, at systemet ikke leengere vurderes som samfundskritisk. Tabellen er en opdatering af tabel 6 i beretningen.

Kilde: Rigsrevisionens vurdering pa baggrund af dokumentation fra myndighederne.

Det fremgar af tabel 4, at Erhvervsstyrelsen og Sgfartsstyrelsen har sikret
tilstraeekkelige reetableringstests siden vores seneste opfalgning. Der er fort-
sat ikke sikret tilfredsstillende reetableringstests for otte af de undersggte
it-systemer.

Myndighed 1, myndighed 2, myndighed 3 og myndighed 4 har siden sene-
ste opfolgning testet reetableringsplanerne for fem af de undersggte it-sy-
stemer, men testene er ikke tilstrackkelige (system C, E, F, H og /).

Reetableringsplanerne for tre it-systemer er ikke blevet testet siden sene-
ste opfalgning (system G, J og L). Myndighed 3 oplyser, at de ikke har plan-
lagt en reetableringstest for system G, men at de forventer at gennemfare
tests for system J og system L i1. halvar 2026.

Rigsrevisionen finder det vaesentligt, at der sikres stgrre fremdrift i arbejdet
med tests af reetableringsplanerne.



10

Ministeriernes tilsyn

Digitaliseringsministeriet har nu fert tilsyn med it-beredskabet hos CPR-ad-
ministrationen. Alle ministerierne har dermed fert tilsyn med it-beredska-
bet hos de myndigheder, der indgik i beretningen. Rigsrevisionen vurderer
pa den baggrund, at denne del af sagen kan afsluttes.

22. Det fremgik af beretningen, at alle ministerierne undtagen Indenrigs-
og Sundhedsministeriet, som pa davaerende tidspunkt havde ansvaret for
CPR-administrationen, havde fort tilsyn med it-beredskabet hos de under-
sggte myndigheder.

23. Vores seneste opfaelgning viste, at Indenrigs- og Sundhedsministeriet
ikke havde fart tilsyn med it-beredskabet hos CPR-administrationen siden
afgivelsen af beretningen. Digitaliseringsministeriet, som den 29. august
2024 overtog ansvaret for omradet, havde heller ikke udfert tilsyn med it -
beredskabet hos CPR-administrationen.

24. Denne opfelgning viser, at Digitaliseringsministeriet nu har fert tilsyn
med it-beredskabet hos CPR-administrationen.

Ministeriet for Samfundssikkerhed og Beredskabs arbejde
med vejledninger og tilsyn

Ministeriet for Samfundssikkerhed og Beredskab har nu udarbejdet en vej-
ledning til test af reetableringsplaner for samfundskritiske it-systemer. Rigs-
revisionen vurderer derfor, at denne del af sagen kan afsluttes. Ministeriet
mangler dog fortsat at implementere et tilsyn med it-beredskabet i de stats-
lige myndigheder. Rigsrevisionen vil fortsat fglge ministeriets arbejde med
tilsynet, herunder ogsa om ministeriet folger op pd de modenhedsmalinger,
hvor myndighederne selv vurderer deres it-beredskab.

25. Rigsrevisionen fglger fire initiativer hos Ministeriet for Samfundssikker -
hed og Beredskab, som ikke fremgik af beretningen. Initiativerne fremgar
af boks 1.

Boks 1
Fire initiativer, vi folger hos Ministeriet for Samfunds-
sikkerhed og Beredskab

e Krav til kontrakt- og leverandgrstyring.

e Vejledning for gennemfgrelse af reetableringstests for samfundskritiske
it-systemer.

e Implementering af initiativer vedrgrende det fremtidige tilsyn med it-be-
redskabet i de statslige myndigheder.

o Initiativer som folge af den seneste modenhedsmaling.



26. Vores seneste opfolgning viste, at der var blevet udarbejdet et katalog
over krav til kontrakt- og leverandgrstyring for samfundskritiske it-syste-
mer. De gvrige tre initiativer var ikke gennemfort.

27. Denne opfglgning viser, at Ministeriet for Samfundssikkerhed og Be-
redskab i forhold til det andet af de fire initiativer nu har udarbejdet en vej-
ledning til test af reetableringsplaner for samfundskritiske it-systemer.
Vejledningen blev udgivet forste gang i december 2024 og kan hentes pa
sikkerdigital.dk.

28. Opfelgningen i forhold til det tredje initiativ viser, at Ministeriet for Sam-
fundssikkerhed og Beredskab endnu ikke har implementeret konkrete ini-
tiativer til handtering af det fremtidige tilsyn med de statslige myndighe-
ders it-beredskab. Siden vores seneste opfalgning er NIS 2-loven, som er
en implementering af EU-direktivet om cyber- og informationssikkerhed,
blevet indfart i maj 2025. Ministeriet oplyser, at Styrelsen for Samfunds-
sikkerhed fremover skal fgre tilsyn med statslige myndigheders efterlevel -
se af kravene i NIS 2-loven. Tilsynet vil fremga af NIS 2-vejledningen, som
ministeriet forventer udkommer i 1. kvartal 2026.

29. Endelig viser vores opfalgning i forhold til det sidste initiativ, at Ministe-
riet for Samfundssikkerhed og Beredskab ikke har foretaget en opfelgning
pa den seneste ISO 27001-modenhedsmaling, der omfatter it-beredskabet.
Myndigheder, der ikke har et tilstraekkeligt modenhedsniveau, udarbejder
handleplaner, som de sender til Styrelsen for Samfundssikkerhed. Ministe-
riet oplyser, at de ikke har fulgt op pa handleplanerne. Ministeriet oplyser
dog, at de har gennemfart nogle generelle tiltag siden den seneste moden-
hedsmaling. Tiltagene omfatter en krisesimuleringsdag for topledere i sta-
ten og et ISO-kursus, der bl.a. handlede om beredskab og ledelseskommu-
nikation. Rigsrevisionen vurderer, at dette ikke er en egentlig opfalgning.
Rigsrevisionen vil derfor fortsat falge Ministeriet for Samfundssikkerhed
og Beredskabs initiativer for at fglge op pa modenhedsmalingerne.

30. Hele sagen kan fglges pa www.rigsrevisionen.dk og pa
www.ft.dk/Statsrevisorerne.

31. Bilag 1 viser Folketingets behandling af beretningen.

Birgitte Hansen

Sikkerdigital.dk

Pa sikkerdigital.dk kan borgere
og myndigheder finde viden,
vejledninger og konkrete veerk-
tajer til en sikker digital hverdag.
Bag sikkerdigital.dk star Mini-
steriet for Samfundssikkerhed
og Beredskab samt en raekke
samarbejdspartnere.


http://www.rigsrevisionen.dk/
http://www.ft.dk/Statsrevisorerne
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Bilag 1. Folketingets behandling af beretningen

Beretning (nr.), Behandlet i Gennemgang ved Udvalgs- Indkaldt til Statsrevisorerne  § 20-sporgsmal
dato for Stats- udvalg Statsrevisorerne spergsmal (nr.) samrad har holdt mgde
revisorernes og Rigsrevisionen med ministeren
modebehandling
og minister-
redegorelse(r)
Statens it-bered- Udvalget for Udvalget for Digitaliserings- Udvalget for Finansministeren
skab Il Digitalisering og It:  Digitalisering ogit.  ministeren: Digitalisering og It:  og digitaliserings-
(nr. 5/2023) 06-12-2023 22-01-2025 09-01-2024(77)  09-01-2024 og ligestillings-
inist: :

04-12-2023 05-02-2025 Finansministeren: ministeren

L 22-02-2024
Minister- Finansudvalget: 09-01-2024 (78)

d Iser:
redeggrelser: 14-19-9023

Flere minister-
redegorelser:



https://rigsrevisionen.dk/revisionssager-arkiv/2023/dec/beretning-om-statens-it-beredskab-ii
https://rigsrevisionen.dk/revisionssager-arkiv/2023/dec/beretning-om-statens-it-beredskab-ii#heading3
https://rigsrevisionen.dk/revisionssager-arkiv/2023/dec/beretning-om-statens-it-beredskab-ii#heading3
https://www.ft.dk/samling/20231/udvda/DIU/1997951/index.htm#tE938EC74786F4740AEF33CB26067233Btab2
https://www.ft.dk/samling/20241/udvda/DIU/2101272/index.htm
https://www.ft.dk/samling/20231/udvda/FIU/2003340/index.htm
https://www.ft.dk/samling/20241/udvda/DIU/2098403/index.htm#tE938EC74786F4740AEF33CB26067233Btab2
https://www.ft.dk/samling/20231/almdel/diu/spm/77/index.htm
https://www.ft.dk/samling/20231/almdel/diu/spm/78/index.htm
https://www.ft.dk/udvalg/udvalgene/DIU/kalender/70543/samraad.htm
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